**Inject Number:** 3  
  
**Competition:** MWCCDC Invitational  
  
**From:** CIO  
  
**To:** White Team  
  
**Subject:** Competition Password Changes

Teams,

We understand password changes are important for layered security throughout. However, excessive password changes can be a burden to any organization and the competition is no exception.

Please use the password notification feature of the Inject Scoring Engine (ISE) to communicate password changes that affect scoring of services to the scoring manager. Be sure to include both the account and the new password. It&amp;amp;amp;amp;amp;amp;amp;amp;amp;amp;amp;amp;amp;amp;amp;amp;amp;amp;amp;#039;s one password change per notification.

For the purpose of competition integrity, password changes should be batched using the password notification feature one at a time, and not more than one batch for the competition within the first hour of scoring.

Teams have the burden to know and understand which accounts and passwords affect scoring of services. Note that no administrator or root accounts are used for scoring of services, so that teams may freely change these passwords without notifying the scoring manager.

**Duration:** 8 Hours